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национальной безопасности Республики Беларусь определения электорального сувере-
нитета свидетельствует о признании электоральной сферы как стратегически важной 
для обеспечения устойчивости политической системы и защиты национальных интере-
сов Республики Беларусь, что в дальнейшем позволит определить конкретные меры к 
противодействию её внешним и внутренним угрозам. 
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Современная эпоха характеризуется повышенной динамичностью, что находит своё 

отражение во всех сферах общественной жизни, в том числе и правовой. На смену всеоб-
щей информатизации пришла цифровизация – более глобальное и всеобъемлющее явле-
ние, которое в значительной степени преобразовало систему государственно-
общественных отношений. На сегодняшний день цифровая правовая среда стала для гос-
ударства, общества и отдельного человека новой реальностью, влияющей на нормотвор-
ческую деятельность государственных органов, предоставляющей общественности циф-
ровые права и ставящей вопрос о придании искусственному интеллекту свойств право-
субъектности. 

Целью исследования является доказательство ключевой роли тенденций цифови-
зации в формировании цифровой правовой среды. 

Материал и методы. Теоретическую основу исследования составили научные статьи 
и национальные правовые сайты, касающиеся рассматриваемой проблематики. Методоло-
гический фундамент составили специальные и общенаучные способы познания, среди ко-
торых были использованы метод системного анализа и формально-юридический метод. 

Результаты и их обсуждение. Стремительное развитие цифровых технологий 
привело к реальному воплощению концепции «цифрового государства». Её реализация 
предполагает создание среды, способной внедрять и использовать информационные 
технологии для организации деятельности государственных органов, взаимодействия 
населения и государства [1, с. 134].  
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Так, с 1 июля 2025 года нормотворческая деятельность в Республике Беларусь стала 
осуществляться посредством новой автоматизированной информационной системы 
«Нормотворчество». С помощью данной системы уже реализованы подготовка проектов 
нормативных правовых актов с использованием программных средств и необходимых 
государственных информационно-правовых ресурсов, система сбора, обработки и анали-
за данных о нормотворческой деятельности, единая защищенная виртуальная среда 
межведомственного взаимодействия; комплексное хранение всей образовавшейся по ре-
зультатам нормотворческой деятельности информации, функции контроля за сроками в 
процессе нормотворчества, устранение дублирования проектов нормативных правовых 
актов при их подготовке. С 1 января 2026 года система заработает в полном объёме [2]. 

Говоря о цифровизации общества, нельзя обойти стороной образование такого яв-
ления, как цифровые права. Некоторые эксперты в области юриспруденции определяют 
цифровые права как совокупность правовых норм и институтов, регулирующих отноше-
ния с помощью цифровых технологий [3, с. 2-1]. При этом, такие нормы могут относиться 
к разным отраслям права, и, соответственно, не иметь общих методов регулирования. 
Цифровые права в Республике Беларусь закреплены законодательно, однако, они пока не 
имеют конституционных оснований. В частности, к таким правам относят:  

1) право на электронную цифровую подпись;  
2) право на создание и использование информационных технологий, информаци-

онных систем и информационных сетей;  
3) право на защиту персональных данных. 
К цифровым правам можно отнести также право на доступ к государственным 

электронным услугам, право на доступ к сети Интернет, право на цифровую связь и др. 
[4, с. 457]. Рост количества инноваций в виртуальной среде привёл к созданию цифровой 
инфраструктуры. Она представляет собой совокупность технологий, программного обес-
печения, сетей и данных, обеспечивающих эффективную работу информационного обще-
ства [5, с. 171]. К ней так же относятся облачные хранилища, программное обеспечение и 
доступный интернет.  

Немаловажной составляющей цифровой инфраструктуры является искусственный ин-
теллект (далее по тексту – ИИ). За последние пять лет ученые в сфере развития ИИ перешли 
от генерации простых картинок до правдоподобной имитации мыслительной и творческой 
деятельности человека. В недавнее время произошла «революция» в сфере информацион-
ных технологий: искусственный интеллект научился программировать самого себя.  

Поскольку ИИ эволюционирует, то из этого следует, что в дальнейшем он может 
научится принимать и собственные решения, всё ещё ограниченные алгоритмами, однако 
не конкретно заданные человеком. Подобный фактор является главной предпосылкой 
становления ИИ субъектом правоотношений. Сторонники наделения интеллектуальных 
систем правосубъектностью чаще всего проводят аналогию с животными, детьми или не-
дееспособными людьми. Они могут иметь права и обязанности, но в большинстве совре-
менных правовых систем их круг значительно ограничен. На взгляд автора, придание ИИ 
полноценной правосубъектности видится весьма сомнительным в ближайшем будущем. 

Многие исследователи не обходят стороной и негативные правовые последствия, 
которые могут возникнуть при использовании ИИ в качестве субъекта правоотношений. 
Ведь, если робот в потенциальном будущем будет юридически приравнен к человеку, то 
возникает резонный вопрос: кто будет нести ответственность за действия ИИ? Это может 
быть разработчик программы робота, предприятие, которое изготовило этого робота, 
собственник робота, либо сам робот. В данном случае принято разграничивать роботов 
на простых, не способных к самообучению, и на роботов с искусственным интеллектом, 
способных к обучению и самообучению. Простой робот функционирует по алгоритму, 
написанному программистом на протяжении всего периода эксплуатации. Эти алгорит-
мы действий с течением времени могут пополняться только с обновлением программно-
го обеспечения робота, а не с его развитием. Следовательно, юридическую ответствен-
ность должен нести собственник робота. Сложный робот с течением времени способен 
к обучению и самообучению, мышлению, автономности и самоорганизации. В этом слу-
чае юридическую ответственность должен нести сам робот [6, с. 225].  
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Ошибочная оценка ситуации роботом и выбор неправильного алгоритма действий 
может привести к трагичным последствиям. Так, в Соединённых Штатах Америки непра-
вильная оценка ситуации автопилотом «Tesla» привела к дорожно-транспортному про-
исшествию, в результате чего погиб водитель, не справившийся с управлением. Из этого 
примера вытекает ещё один вопрос: какие меры превентивного характера можно приме-
нить по отношению к роботу, у которого отсутствуют волевые и эмоциональные компо-
ненты? [6, с. 225-226]. Обратный пример, позволяющий рассмотреть использование ИИ в 
правовой сфере в положительном ключе: робот может пригодиться в работе судебной 
системы, выполняя роль помощника судьи, оставив за последним возможность прини-
мать наиболее важные для исхода дела решения. 

Таким образом, все вышеперечисленные факты свидетельствуют о том, что сегодня 
формируется новая правовая среда – цифровая, представляющая собой совокупность об-
щественных отношений, регулируемых правом и возникающих по поводу применения 
цифровых технологий или их влияния на развитие социума. 

Заключение. В условиях новой цифровой реальности, правовая сфера обществен-
ных отношений активно модифицируются под влиянием особенностей цифрового про-
странства. Именно развитие технологий стало фундаментом для автоматизации процес-
сов государственной деятельности в области нормотворчества, предоставления обще-
ству цифровых прав и использования искусственного интеллекта в правоотношениях, 
что имеет как положительные, так и негативные стороны.  
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Анализ личности преступника в криминологии продолжает оставаться ключевой 

и, одновременно, одной из наиболее дискуссионных проблем. Методологическая основа 
этого анализа исторически складывалась в условиях противостояния двух концептуаль-
ных подходов: с одной стороны – стремления к выявлению устойчивых, объективных 
характеристик, присущих так называемому «преступному типу» (типологический под-
ход), с другой – необходимости осмысления уникального набора факторов и обстоятель-
ств, обусловивших совершение преступления конкретным индивидом (индивидуальный 
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